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Installing the RAIDar Utility

This Setup Manual provides instructions for connecting the ReadyNAS to your network (
“Installing the RAIDar Utility” on page 1) and for configuring the device for your network (see
“Using the FrontView Setup Wizard” on page 5). Before installing the RAIDar Utility, please note
that:

* RAIDar, a utility used for discovering the ReadyNAS device on your network, is located on
the ReadyNAS Installation CD. RAIDar is useful in environments where the ReadyNAS
obtains a random DHCP IP address.

* RAIDar runs on Windows, Mac OS X, and Linux, and takes up approximately 40MB of disk
space after installation.

* Your client system must reside on the same IP address subnet.

_____ltis forbidden by law to view, copy, broadcast, use, show or share copyrighted

material without the express permission of the copyright owner. You are solely
responsible to obtain the appropriate permission or license necessary for any
copyrighted materials accessed or used with this device.

Installing RAIDar on Windows

Load the Installation CD. Follow the installation wizard to install RAIDar. (If the Autorun
installation utility does not start automatically, double-click Autorun.exe to start the installation.)

Installing RAIDar on MAC OS X

1. Load the Installation CD, open the Mac RAIDar Setup folder and double-click
Setup_Mac.dmg to start the installation. The RAIDar Installer icon will display on your
desktop.

2. Double-click the icon and follow the installer instructions to install RAIDar.

Alternatively, you can install a thin RAIDar widget for your Dashboard. You can download this
widget from the NETGEAR support at: http://www.netgear.com/support.



Installing RAIDar on Linux

Log in as root. Load the Installation CD, open the Linux RAIDar setup folder, and double-click on
Setup_Linux.sh to start the installation.

If you have problems running RAIDar under Linux:

» To discover the IP address of ReadyNAS, open a terminal session and type nmblookup -R
VOLUME. If you have a ReadyNAS with an LCD (such as the ReadyNAS NV+), press the
power button once to display the IP address.

» To connect to the FrontView Setup Wizard, open a browser, and use the returned IP address to
enter http://<ipaddr>/admin. Then, go to Step 2 in“Detecting Your ReadyNAS Device” on
page 2.

» Ifyou already have an existing workgroup or domain in your environment, ReadyNAS will try
to locate that name. If VOLUME does not work, try using the workgroup/domain name used
on your network in the nmblookup command.

Detecting Your ReadyNAS Device

Before using the RAIDar utility to detect your device, power on ReadyNAS and wait for it to boot
up (approximately 2 minutes).

_____Ifyou are connecting a PC directly to ReadyNAS (and not through a network), first set

a static IP address on your PC in the 192.168.168.xxx subnet, subnet mask
255.255.255.0. You can then use RAIDar to detect ReadyNAS, or open a browser and
enter the ReadyNAS default IP Address of https://192.168.168.168/admin.

To detect your ReadyNAS device:

1. Invoke RAIDar by clicking on the RAIDar icon on your desktop. Your ReadyNAS device will
be detected when the device has successfully booted and has started a network connection. If
you have multiple ReadyNAS devices on your network, match the MAC Address of the
system to the address listed on the back of your ReadyNAS device.

2 Installing the RAIDar Utility
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Select a NAS device to setup

MAC Address Model Host Name IP Address Yol Diske 1 2 3| 4 S| & 7 Tp Fan Info
0 O00D:AZ015A:E3  Readylas My+ [3-RA, .. nas-01-54-33 192,168.1,101 @ ® 8 @ 8 @ @ 0 4.00b5-p1-Ti

[ Setup ] [ Browse ] [ Rescan ] [ Locate ] [ About ] [ Help ] Exit [

Figure 1

2. Select the device and click Browse to access the default share called backup. The backup
share can be used as a big repository for your data and to backup your data.
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Figure 2
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The ReadyNAS is configured for anonymous guest access unless otherwise specified. Access to
the backup share is granted to anyone by default, but this can be changed on the security setup

page through the Setup Wizard.

If your client has a static IP address, make sure it is on the same IP address subnet as the

ReadyNAS device. You can do this by configuring your client to obtain its IP address
via DHCP. Even if your network does not have existing DHCP service, the ReadyNAS

device will assure that you will get an IP address.

Installing the RAIDar Utility



Using the FrontView Setup Wizard

Most options in the FrontView Setup Wizard are pre-selected to fit most typical environments. It is
highly recommended that you go through the wizard if this is your first ReadyNAS installation.
For information on using the FrontView Advanced Control mode, see the ReadyNAS User Guide
(a PDF of the User Manual, as well as a link to the online manual, is on your Installation CD).

In a typical FrontView Setup Wizard process, you will set the clock, set up alert notification
contacts, configure networking, change the default administrator password, select the security
mode and create shares.

To connect to the FrontView Setup Wizard:

1. Click Setup in RAIDar. The login screen will display. You will be prompted to enter the User
Name and Password of the administrative user for the Setup Wizard. The user name is admin
and the password is netgearl.

Connect to 192.168.1.101

=
£ ?\
IE“ i
Control Panel
User name: | €2 admin ¥
Password: | [
[CIremember my password
[ Ok ] [ Cancel
Figure 3

2. Click OK. The ReadyNAS Home screen will display.



» Network
Security
Services
Volumes

Shares

Backup

nters

first follow the Setup Wizard to completion.

Refresh &l Logout

¥ou are in Advanced Control mode. In Advanced Control mode, you have access to additional options
not available in the Setup Wizard mode. Some of these options can be destructive so care should be
taken in this made, If you are performing the setup for the first time, it is highly recommended that you

Hastname: nas-01-54-33

Model: InfrantReadyMAaS Nyv+ [X-RAID]
Serial: 000da2015a33

Firmware: RAIDiator 4.00bS-p1-T1 [1.00a035]
Memory: 256 MB [2.5-3-3-7]

MAC address: 00:00:42:01:54:33
1P address:  192.168.1,101
Gateway! 192.168.1.1

DNS: 192.168.1.1

[ advanced

Control | [ Setup Wizard ]

[ Sun Sep 26 08:55:38 2032 | L) 0000 [

e o] ol

Figure 4

3. Click Setup Wizard in the lower left corner to start the Setup Wizard. The Setup Wizard
screen will display.

The Setup Wizard will guide you step-by-step through the configuration process assisting you in quickly
integrating this MAS into your network,

Hostname:

Model:
Serial:
Firmware:

Mernory:

MAC address:

nas-01-54-33

InfrantReadyMAaS N+ [¥-RAID]
000da2015333

RAIDIator 4.00b5-p1-T1 [1.00a035]
256 MB [2.5-3-3-7]

00:00:42:01:54:33

IP address:  192,168.1.101
Gateway: 192.168.1.1
DNS: 192.168.1.1
Vaolume C: Online, X-RAID (Expandable RAID), 4 disks, 0% of 1363 GB used
Setup Wizard Next >> T

Figure 5

As you traverse through the setup screens, you will notice the command bar in the upper right
corner and the navigation and status bar at the bottom.

Using the FrontView Setup Wizard



The command bar typically provides options to refresh the browser window, display help (if
available), and log out, as shown below.

Crefresh J] = Logout ]

Figure 6

Use the navigation bar to browse through the wizard. Be aware of the following conventions:
» Click Next to accept any changes made in the current window and to apply these changes.

» Ifascreen has an Apply button, click Apply to save your changes before clicking Next. If
a screen has multiple tabs, clicking Next will allow you to browse through the tabs before
continuing to the next menu screen.

e/ eocoo | o 8|56

Figure 7

» If you wish to log out of FrontView at any time, click Logout. (You must close your
browser window to securely log out.)

e The status bar right below the navigation bar provides the status of individual devices in
the ReadyNAS.

— The green LED indicates that everything is working normally.

— The amber LED indicates a warning or a failure condition. (See the ReadyNAS User
Guide for information on other LED behavior. A link to the ReadyNAS User Guide is
on the Installation CD).

» The menu bar on the left provides the option to switch between Setup Wizard and
Advanced Control modes. More menus are available once you enter the Advanced Control
Mode.

[ Advanced Control ] [ Setup Wizard ]

Figure 8
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Setting the Clock

To set your ReadyNAS clock:

1. From the Welcome screen, click Next. The Clock screen will display. You can set the date,
time, and time zone. The clock must be set appropriately to ensure that files maintain their
proper timestamp.

= G ¢

accurate clock setting is required to ensure proper file timestamps.

Select Timezone

Timezone: GMT -08:00 Pacific Time (US & Canada); Tijuana v

Select Current Time

Date Sep ¥ 26 ¥ | Z032 ¥

Time: 09 % | |37 ¥|:|21 ¥

NTP Option

You can use a local or public NTP (Metwork Time Protocol) server to update the dock automatically.
Deselect the checkbos if you wish to set the time manually above,

[ synchronize clock with the following MTP serveris):

NTP Server 1:

NTP Server 2:

Figure 9

2. If you want to synchronize the ReadyNAS time with a local or public NTP server, select the
Synchronize clock with... radio box. As an option, you can change the NTP server addresses
(or you can keep the defaults).

3. Click Apply.

4. Click Next to set up to access the Alert screen.

Configuring Alert Contacts

On the Alerts screen, you will enter your contact name(s) where you want alert messages sent. To
enter your Alert contact names:

1. Enter one or more email address that you wish to use as the system alert contact.

8 Using the FrontView Setup Wizard



Email alerts are the most effective way for the ReadyNAS device to notify you of system
status, various warnings, and fatal system errors

ez ]

In the event of device or enclosure failure, quota violation, low disk space, and other system events
requiring attention, email alerts will be sent.

Contacts Settings | SNMP | SMTR

Enter the alert contact email addresses where alert messages should be sent.

Erter email address(es)
alert Contact 11 | bduvall@netgear.com
Alert Contact 2:

alert Contact 3:

Figure 10

2. Click the Send Test Message option to verify that alert messaging is working. If you do not
receive the test message, check the network gateway and DNS settings.

Some network firewalls prevent unknown message transfer agents (MTAS) (such as those used
by the ReadyNAS) from working. If this is the case, you will need to specify a remote SMTP
server in Advanced Control mode when you are done with the Setup Wizard. This method is
covered in the ReadyNAS User Guide.

_ Various email services may filter out the test message and actual email alerts sent
by the ReadyNAS. Verify that the test message arrives at the email destination
before continuing.

3. Click Next to access the Ethernet Network screen.

Configuring Networking

Ethernet Settings

To configure your Ethernet settings:

1. You can accept the default Ethernet settings if the ReadyNAS is installed in a network
environment where DHCP service is used. Otherwise, specify a static address.

Using the FrontView Setup Wizard 9



If you assign static IP addresses, be aware that the browser will lose connection to the
ReadyNAS device after the IP address has been changed. If you encounter this problem, click
Rescan in RAIDar to rediscover the device and reconnect from there.

| Ethernet GIOESTSERNgs |

@ I

Standard Setting

Enter the IP address far this network interface, If your network utilizes a DHCP server to hand out
IP addresses, select the DHCP option far your IP assignment method. Otherwise, enter the IP
address, netmask, and gateway values accordingly.

MAC address: 00:0D:A2:01:5A:33

Status: @ Online / 1000 Mbit / Full-Duples [_Show erars | ([___Reseterrorcounts ]
IF assignment: Use values from a DHCP server

IP address:

MNetrnask:

2. If your ReadyNAS has more than one Ethernet interface, click Next to display the second
Ethernet configuration page. Otherwise, click Next to access the Global Settings screen.

Global Settings

The Global Settings screen allows you to specify the ReadyNAS host name, default gateway and
DNS servers.

To set the Global Settings:

1. Enter a hostname that you wish to advertise the ReadyNAS on your network. This hostname
can be used in place of the IP address when accessing the ReadyNAS from Windows, or over
OS X using SMB. This is also the name that will appear in the RAIDar scan list.

2. If you selected the DHCP option in the Ethernet tab, the gateway and domain name server
fields will automatically be filled based on the settings from your DHCP server. If you selected
the Static option, manually enter the information in the field provided

10 Using the FrontView Setup Wizard



Ethernet

Global Settings

[ereen K]

Hostname

The hiostname for this device can be used in place of the IP address when accessing this device
over CIFS/SME. This name will also be used in various alerts that this device will send out.

Hostname: |nas-01-5A-33

Default Gateway

The default gateway specifies the [P address of the system/frouter that network requests out of
the current subnet will get routed to,

Default gateway:

DNS Settings

DMS, or Domain Mame Service, provides a means to translate hostnames to IP addresses. Enter
the DMS IP addresses here.

Domain name server 1

Dornain name server 2:

Dornain name server 3;

Darnain narme:

Figure 12
3. Click Apply to save any changes. Then, click Next to configure the ReadyNAS Security.

Setting Up Security

Administration Password

The Admin Password screen allows you to change the default password assigned for the admin
user. You should change the password before continuing. To change your password:

1. Enter a new admin password in the field provided; then reenter the password to confirm your
selection.

Using the FrontView Setup Wizard 11



Security Mode |

Adrin Password

[ereen Ko7

To change the admin password you will need to additionally specify a password recovery
question, the expected answer, and an email address, In case you forget the admin password,
you can reset the password by answering the password recovery guestion correctly and
specifying the email address where the new admin password will he sent. There is no other way
to recover a lost password without setting the device back to factory default or reinstalling
the firmware.

Mew admin password: LYTTTTTTY

Retype admin password: ssssnsesl
Password recovery question: what's yvour nephew's middle name
Password recovery answer: Keenan

Password recovery email address: |mike@abed.com

Figure 13

2. Specify a password recovery question and the expected answer, along with your email address
in the remaining fields. This information will allow you to reset the password on the
ReadyNAS in case the password is lost. See the ReadyNAS User Guide for details on this
process, if required.

3. Click Apply. Click Next to display the Security Mode screen.

Security Mode

You must decide on a security mode that is appropriate for your environment. The default Share
mode is appropriate for smaller environments where everyone on the network will be using this
device as a big repository for shared data. Shares in this mode can be protected with a password.

To select the Security Mode:

1. Accept the default workgroup or specify one of up to 15 characters in length. Additional
security options are covered in the ReadyNAS User Guide.

12 Using the FrontView Setup Wizard



Admin Password

oo ]

Select the Windows file security mode you wish to deploy, This mode will be applied to other file
services if possible.

@ Share. Fit for home or small office, Select this option if you would like to restrict share
access with the use of an optional share password, Each user accesses the shares on the
device as a common guest user and will have the same read/write privilege as other users,
This option supports setting disk quotas on a per-share basis.

workgroup: |WOLUME

() User. Fit for medium-size office or workgroup. Select this option if you would like to control
access to shares based on user or group accounts and your network does not utilize 2
domain controller for authentication. If you select this option, you will need to create a user
account for anyone accessing this device. This option supports setting disk quotas on a per-
user or par-group basis,

wiorkgraup:

O Domain. Fit for department or corporate environment. Select this option if you would like to
control access to shares based on user and group accounts and your Windows network
utilizes a centralized domain controller or active directory service (ADS) for login
authentication. This option will not support disk quotas. Do not select this option if you are
unsure,

Domain:
Ertier the name of the ADS realm (i.e. mycompany local) if you wart this device to
work in an Active Directory environmert:

Realm

ou:

Domain Contraller: Auto detect, or specify IP address:

Domain Administrator

Password:

Display users from trusted domains. In environments with
alarge number of users, selecting this option will slow
down configuration pages.

Figure 14

2. Click Apply to save your changes. Then click Next to set up File Sharing Services.

Setting Up File Sharing Services

Standard File Protocols

A share is simply a network folder on the ReadyNAS that clients communicating in various file
access protocols from different operating systems can access. To select your file protocols:

1. First, on the Standard File Protocols screen, select the file protocols you wish to enable:
»  CIFS for Windows clients (Macs running OS X can support this as well).

Using the FrontView Setup Wizard 13



e NFS for Unix/Linux.

* AFP for Macs.

e HTTP/S for browser access.

» FTP and Rsync for advanced incremental backups.

More details on these services are described in the ReadyNAS User Guide. You can elect to
keep the defaults and revisit this page to fine-tune your services at a later time.

Streaming Services

Select the file sharing protocol you wish to enable. In general, disable the protocols you do not intend
to use. You can always enable them |ater. Click Help for more information,

CIFS , or Common Internet File System, used predominantly by Windows, Mac 05 X
also supports this protocol though it may be referred to as SME.

] MNFS |, or Metwark File System, widely used in Unix or Linux environmeants. Mac OS5 ¥ also
supports this protocol.

AFP , or Apple Filing Protacal, popular in Mac environments. AFP pravides better
support for a larger range of characters in filenames and is preferred where this is
important.

Advertise AFF service over Banjour
[ Adwertise AFF service aver AppleTalk

] FTP , or File Transfer Protocol, used extensively for basic file upload and downloads. If
vou will be making FTP service available to this device outside the firewall, you can
specify a custom port for added security,

Authentication mode:

Allow upload resumes:

Passive ports: |

HTTP , or Hypertext Transfer Protocol, used everywhere web browsers exist, Default
access to the MAS aver HTTP will show a share list, If vou want to use the NAS as a
web server, you can specify a share where access will be redirected and you can
enable or disable login authentication to that share. Please keep in mind that you will
anly be allowed to redirect to a share that is set up for read-only access over HTTR.

Redirect default web access to this share: | Mone selected
Login authentication on this share: Disabled

HTTPS |, or HTTP with S5L encryption, used where secure web access is desired. If you
will be making HTTPS service available to this device outside the firewall, vou can
specify an additional port for this purpose for added security.

Port 1:
S5Lkey host: |192.168.125.54 | oenersrenewker ]
O Rsync , a popular incremental backup protocol used in Uniz and Linux environments.

Figure 15
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2. If you made changes, click Apply. Then click Next to set up Streaming Services.

Streaming Services

The ReadyNAS comes with a complete list of streaming media services, allowing you to use a
network media player to stream media files directly from the ReadyNAS without going through a
PC. By default, no Streaming Services are selected.

To select your Streaming Services:

1. Select the radio box for the desired service.

Standard Flle Protocols T Streaming
on
[] SlimServer, enables streaming of music to Squeezebox digital music
players,

Connect to the SlimServer setup: http.//192.168.1.101:9000

[] iTunes Streaming Server , enables iTunes dients to stream medis files
from the MAS,

Connect to the Firefly setup:  http://192.168.1 1013659

[ UPnP AV, enables playback of videos, music and pictures from UPnP A4
network media players,

Media share:

Media folder: |

Rescan media files

[] Home Media Streaming Server , enables playback of wideos, music and
pictures from network DVD and media players.

Media share:

Media folder:

Hidden folder:

Remaote control code for hidden folder (3-digit number):
Target JPEG output:

Slide show delay (secs):

Bookmarks:

Allow delete from player:

Mazximum playlist items:

Maximum lines displayed per page:

Figure 16

2. Click Apply to save your settings. Then, click Next to set up Shares.

Using the FrontView Setup Wizard 15



Setting up Shares

Share List

The Share List screen lists the shares currently available on the ReadyNAS. As an example, in the
Shares on RAID Volumes section, two shares, backup and media, have been pre-configured for
default access.

| Share List Add Shares |

Shares on RAID Yolumes

Click onthe access icon to custormize the access control. Place the mouse cursor over the icon
to display the current access level in the status bar. Quota values of 0 disables guota
enforcement, For instruction on how to access the shares, click Help.

Share Mame  Description Password  Disk Used Quoks (MB) CIFS AFP HTTP/S
backup Backup Share oo EE 2 0
media Media Server Share olo @ @ @ (]

Shares on USB Storage Devices

Mo USE shares exist. Plug in a USE storage device and dick Refresh to display a USB share.

Figure 17
The Shares on the USB Storage Devices section displays the USB Storage shares—if USB storage
device are attached.

You can limit share access to specific hosts by customizing access control. When you specify a
host in the allow list, no other hosts will be able to access the share using the selected file protocol.
Hosts can be listed using their IP address or valid DNS name separated by commas

Different options are available depending on the security mode selected. For example, in User or
Domain security modes, you have the option of restricting share access based on user and group
account. For more advanced share access options, see the ReadyNAS User Guide.

To customize share access:

1. Clickthe @ link adjacent to the share you want to access. A screen similar to the following
will display.

2. Select which options you want to change and then click Apply to save your settings.

3. Click Display Share List to return to the Share List screen.

16 Using the FrontView Setup Wizard



Display Share List

CIFS | &FP | HTTP Advanced Options
share Mame: backup Default Access: | Read/write

Share Access Restrictions
Share access for the file protocal can be restricted using the access list(s) below.

Separate ertries with comma
[ Hosts allowed access:

Share Display Option

Wou can elect to hide this share from browsing by selecting the option below, If enabled, users
will not see the share unless they explicitly specify the share name in the browse path, Please
note that enabling this option will disable access to the share from other file protocols,

Figure 18

Add Shares

To add more shares:

1. Click Next to display the Add Shares screen. You can enter up to five share names with share
descriptions.

2. You can, optionally, assign a share password and disk quota. The disk quota feature allows you
to limit disk usage on a share-by-share basis.

Share List Add Shares

Enter the share names and descriptions you wish to add, You can optionally specify a share
password and share-level disk quota, Disk quota value of 0 disables quota enforcement,

Mame Description Password roptional)  Quota (MB)
Brochures marketing Brochures CITYTITTY 1000
Drawings Design Drawings erenvene 2000
Specs Engineering Specs e 1000
Finance Company Finance seannans 2000

0

Figure 19

In the figure above, four shares are being added, with a password and disk quota specified for
each.

3. Click Apply to save your changes.
4. Cick Next to set up Printers.

Using the FrontView Setup Wizard 17



Setting Up Printers

If you have not already done so, you can now connect your USB printers to the ReadyNAS.

1. After connecting your USB printers, wait a few seconds, then click Refresh to view the USB
Printers list. The print share name will automatically reflect the manufacturer and model of
your printer.

2. To assign a printer driver to a print share in Windows, click Browse in RAIDar, or simply
enter \\hostname in the Explorer address bar, then double-click the printer icon.

USB Printers

7]
The follawing USE printers are connected, The printers appear as print shares to Windows and Mac users,
Alternatively, if you have elected to advertise Printers over Bonjour in Discovery Services, you can use Bonjour
to discover and setup the printer(s) over IPP (Internet Printing Protocol). Quaued print jobs will be displayed
along with an option to delete the job(s).
Share Name 5 - - l -
Deseription Job Status User Size Time Delate Print Job
CLP_500
" X P&
1 Actve nobody Word 451534 0O
Guoued nobody bytes D
3 Gueued  nobody bytes O
Figure 20

3. Click Apply to save your settings. Then, click Next to enter the final step in the Setup Wizard.

Registering Your Product

Register your ReadyNAS product by clicking Register Product.Your ReadyNAS product
information will be placed in our warranty and support database so we can inform you of the latest
software enhancements, bug fixes, and security alerts.

This H&5 davica has boan
have confgured. 1f you wisl

A0ty canhpearad for filke shanvg. You can now connact to the shares that you
Mext to enter the Scvanced Control mode to iine:tune pour corfiguraton

Flpase do tave a minute at this bme o register thes product ondine, Product regetraton allows you to be
imformed of the lste =t softwars snhancements, moomkant bug fes, secunty alerts, and cocssionsl product
annoyncemerks

wihen yeu regreter, pou wil be asked for yous ssrisl number, Enter the Tolowing:
00ODARO123CH

e |
Eagitbar Produs:

Figure 21
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Click Next to continue with the Advanced Control mode. The Advance Control options are
documented in the ReadyNAS User Guide (a link to the ReadyNAS User Guide is on your
Installation CD).

Refresh He Logout
> Network
+ Securi “You are in Advanced Control mode. In Advanced Control mode, you have access to additional options
G LI not available in the Setup Wizard mode. Some of these options can be destructive so care should be
» Services taken in this mode., If yvou are performing the setup for the first time, it is highly recommended that you

* Volumes first follow the Setup Wizard to completion,

> Shares

+ Backup
> Printers
* System

Hastname: nas-01-54-33

+ Status Madel: InfrantReadyMas Nyv+ [X-RalD]
& Serial: 000da2015a333
Firmware: RalDiator 4.00bS-p1-T1 [1.00a035]
Memory: 256 MB [2.5-3-3-7]

MAaC address: 00:0D:42:01:54:33
1P address:  192.168.1,101

Gateway: 192.1668.1.1
DNS: 192.168.1.1
[ advanced Control | [ Setup Wizard ]
[ Sun Sep 26_D8i55:38 2032 ] I 9 ‘ o000 { @ [ (] I &) I

Figure 22

You can now start accessing the shares that you just created using Windows Explorer. For
instructions on how to access the shares from other client systems, see “Accessing Shares” in the
ReadyNAS User Guide.

If you choose not to register at this time, you can always go to http://www.netgear.com/register,
select your ReadyNAS product and register on-line. Then, enter your registration information on
the form provided.
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